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ABSTRACT 
 

In the era of digitization, it is important that Banks and Financial institutions stay up to date with the 
latest technology. Blockchain technology is one such technology which has become a widely 
discussed topic when it comes to finance in the digital era. The objectives of this study are to 
identify the factors that affect Blockchain adoption as well to identify the possible applications of it in 
the Sri Lanka banking sector. The study applied qualitative research approach. An interview guide 
was created and banking professionals were interviewed in order to understand their take or 
perception on Block Chain implementation in the Sri Lanka Banking sector. This study discovered 
that the application of Blockchain technology for shared KYC, trade finance, and Central Bank 
Digital Currency (CBDC) was possible. When deploying Blockchain technology, interoperability 
problems, regulatory limits, and lack of knowledge were the main obstacles. Additionally, the 
presence of Fin Tech companies, the regulator's attitude, the cooperation of banks, customers' 
perceptions, and the banking system's capability functioned as catalysts to enable such an 
adoption. The results and suggestions of this study would benefit bankers, educators, and 
practitioners in their efforts to examine the factors that affect the adoption of Blockchain technology. 
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It will also help them to develop workable solutions for their problems. This will also help authorities 
like the Central Bank in order to create a proper framework for the implementation of block chain 
technology in the Sri Lanka banking sector. The study will contribute to extend the existing literature 
on Blockchain adoption and that it will help to create the much-needed framework in order to 
successfully implement Blockchain technology in banking system while set precedence for future 
research on this area.  
 

 
Keywords: Blockchain technology; central bank digital currency; fin tech; shared KYC; trade finance. 

 
1. INTRODUCTION  
 
Blockchain is a continuous and sequential chain 
of data "blocks". The invention of Blockchain has 
tested the boundaries of technologies such as 
the Internet of Things (IoT) and artificial 
intelligence (AI) while even exposing several 
negative aspects of digitization, such as the 
phenomenon of techno stress. Blockchain, today, 
has permeated almost all sectors across the 
globe and thereby has created windows of 
opportunities throughout the economic value 
chain to enhance business processes in terms of 
productivity [1]. Block chain technology is 
endless as it can be used in different industries 
and domains such as IOT, Energy, Health care, 
public administration, supply chain management 
and especially in the fields of Finance and 
Banking [2]. 
 
In the current context, the banking system is 
interconnected via networks such as the Society 
of Worldwide Interbank Financial 
Telecommunication or SWIFT which facilitates 
the flow of data and information. Accordingly, 
technology has been well-integrated into the 
operations of the banking sector, and Blockchain 
is expected to be the next rung in the ladder for 
technical adaption and expansion of services in 
banks – both locally and globally [3]. 
 
The economic slowdown and resultant 
recessionary fears across global economies – 
which was triggered by the pandemic in 2020 
has caused a surge in demand for alternative 
methods of Finance and many scholars have 
conducted research on the concept of Block 
Chain technology within the Finance and 
Banking sector [4]. Moreover, agencies such as 
Deloitte have shown interest in Blockchain and 
its implementation, having conducted a survey of 
1,000 banks across the world to determine the 
willingness of these banks to implement the 
technology in their operations. A few banks, like 
HSBS and the Bank of England, have started 
talking about possibly implementing blockchain 
technology; a digitized version of the Sterling 

pound was also mulled by the Bank of England. 
The Bank of England, in 2019, also conducted a 
proof-of- concept assessment of the impact 
Blockchain could have on the real-time gross 
settlement system [4]. 
 
As discussions have commenced all around 
globe on this promising area, even developing 
countries like Sri Lanka have also begun 
discussions. With the assistance from significant 
financial institutions, groups, and even 
universities in Sri Lanka, the Central Bank of Sri 
Lanka (CBSL) had carried out its own proof of 
work relating Blockchain Technology. The 
University of Colombo School of Computing 
(UCSC), Sampath Bank, Yaala Labs (Pvt) Ltd, 
and Norbloc AB from Sweden were the three 
applicants previously chosen by the CBSL to 
construct the Proof of Concepts (POC's). Amana 
Bank, Bank of Ceylon, Cargills Bank, 
Commercial Bank of Ceylon, DFCC Bank, Hatton 
National Bank, HSBC, National Development 
Bank, People's Bank, and Standard Chartered 
Bank were among the ten commercial institutions 
that tested the POCs along with the CBSL. In 
June 2021, the POC testing and deployment 
phase was successfully finished. The research 
unveiled several secure features of Blockchain 
that made the transfer of confidential client KYC 
data in a secure and effective manner. In fact, 
the CBSL spearheaded a ground-breaking 
national initiative that attracted the willing 
involvement of the banking and IT industries to 
jointly study the possibilities of blockchain 
technology to enable innovations in a variety of 
financial services [5].  
 
As such studies and experiments are being 
conducted regarding Blockchain Implementation 
within Sri Lanka, the most challenging aspect of 
implementing Block Chain Technology within Sri 
Lanka is the fact that there is no proper 
regulatory or central authority to deal with 
matters related to Block Chain Technology. 
There by it has been quite challenging for 
institutions to adopt Block Chain Technology 
within the country. The biggest concern for the 
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professionals has been the fact that there are no 
laws or regulations related to cryptocurrency as 
of yet but there are hope full that in the near 
future such regulations will come to place. Under 
such circumstances it is vital that we conduct 
more and more researches on the possible 
adoption of Block Chain technology in order to 
properly understand the key variables, drivers as 
well as Barriers for Block Chain Technology 
within the Banking Sector. Given the crucial role 
banks play in the Sri Lankan economy, the 
adoption of blockchain must be on par with the 
international market. 
 
The main purpose of this study is to examine the 
feasibility of implementing a blockchain within the 
Sri Lankan banking sector. As a specific 
objective this research investigates the attitudes 
and perception that banks and professionals 
have regarding implementation of blockchain 
technology within banks of Sri Lanka. As such, 
this study aims to address the following research 
questions: 
 
1. What are the supporting factors that will help 

the adoption of Block Chain Technology in 
the Sri Lanka banking sector?  

2. What are the challenges faced by banks in 
Sri Lanka when implementing Blockchain 
Technology?  

3. What are the possible applications of Block 
Chain Technology in banking sector in Sri 
Lanka?  

 
Understanding the barriers of blockchain 
adoption and the potential benefits of blockchain 
adoption will immensely benefit bankers, 
educationists, practitioners as they will be able to 
analyze these factors on a deeper level and 
come up with effective solutions for those 
challenges. The regulators such as the Central 
Bank also will benefit as they will be able to 
formulate and modify policies to support the 
adoption of blockchain technology. Banker will be 
able to use the findings of this research in order 
to look at the supporting factors for Block Chain 
Technology implementation and strengthen 
these factors more. This study will also set 
precedence for future research while creating 
more awareness on Block Chain Technology and 
will be able to contribute to the existing 
knowledge on Block Chain Technology. Most 
importantly by analyzing this study the regulator 
or the Central Bank could set up a proper plan on 
how to implement this technology while at the 
same time determine on how this technology 
should be properly regulated as this study will 

help in setting up those much-needed standards 
and protocols. 
 
This paper is structured as follows. Section 2 
provides the literature background. Section 3 
describes the methodology. The empirical results 
and discussion are reported in Section 4, and 
Section 5 concludes the paper. 
 

2. LITERATURE REVIEW  
 

2.1 Blockchain Technology 
 
Blockchains can be defined as a distributed (i.e., 
without a centralized database) and typically 
decentralized (i.e., not controlled by a bank, 
enterprise, or government) tamper- evident and 
tamper-resistant digital ledgers. At their most 
basic level, they allow a group of users to record 
transactions in a shared ledger so that, as long 
as the blockchain network is functioning 
normally, no transaction can be modified after it 
has been recorded [6]. It is crucial to note that 
there are essentially two categories of 
blockchains: permissioned (private blockchains) 
and permissionless (public blockchains) (i.e., 
private and consortium blockchains). The two 
kinds of blockchains are comparable in certain 
ways (e.g., a cluster of nodes functioning on a 
P2P network system, time stamping of 
transactions, immutability). However, there are 
differences in the number of network nodes and 
the consensus procedure for validating and 
recording transactions [7].  
 
There is also another classification as Public and 
Private Blockchains. Blockchains that are open 
to the public, allowing anybody to read and add 
transaction are known as public Blockchains. As 
for a Private blockchain is where users within a 
single organization or a collection of 
organizations are the only ones who can use this 
permission. While most permissioned 
blockchains aim to limit data access to the 
organization or group of companies that runs the 
blockchain, in practice most permissionless 
blockchains offer public access [8]. All forms of 
blockchains benefit from decentralization to 
varying degrees, which reduces the risk of                  
a single point of failure and improves data 
integrity [9]. 
 

The use of blockchain will change the way we 
think about business management, finance 
industry, and other related fields. Through 
customization, this would aid in the speedy 
resolution of disagreements. This will reduce the 
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significant amount of manual labor that financial 
services organizations currently perform. To 
assist decision-makers with approvals and 
rejections, the Artificial intelligence method can 
also identify any inconsistencies or significant 
textual problems. The organizations have 
created a method to combine the power of 
connected devices with safe, accurate digital 
data archives in order to support businesses 
using blockchains [10]. With the approval of the 
current members or a central authority, additional 
verifiers may be added to permissioned 
blockchains' existing group of trusted parties to 
do verification. Such a setup is more comparable 
to a traditional banking environment, which 
employs a Know Your Business (KYB) or Know 
Your Client (KYC) method to whitelist users who 
are permitted to conduct operations in a specific 
space [8]. 
 

2.2 Blockchain in Banking Industry  
 
Banks have played a key role for cross-border 
fund transfers – a role the sector has played 
since the inception of monetary transactions. 
However, in recent times, the importance of 
banks in such cross-border transactions has 
diminished, with the spotlight now on businesses 
such as TransferWise and PayPal as these 
FinTech firms have proven to be superior to 
banks in terms of efficiency, cost, adaptability, 
and transparency. The primary tool utilized by 
banks for international fund transfers is the 
SWIFT network. Banks and other financial 
institutions can send and receive financial 
information using secured codes over the SWIFT 
messaging network. However, the process is 
time-consuming and expensive. When using 
Transfer Wise, SWIFT transactions take 
considerable time to close, with an estimated 
time ranging from 1 to 5 business days; SWIFT is 
also considerably expensive with a single 
transaction usually costing around $40-$50. To 
overcome these shortcomings, banks are 
increasingly looking into Blockchain as an 
alternative mechanism (Isaksen, 2018). 
Accordingly, the implementation of Blockchain 
can resolve the issue of cost and timeliness in 
cross-border transactions as these transactions 
will be carried out without a middleman. As such, 
self-initiated payment receipts and recordkeeping 
leads to low operational costs and customer 
enjoys a simple and transparent payment system 
[11]. 
 
Trade finance becomes one of key operations in 
the banking system. Letters of Credit is one of 

the popular methods of trade financing and the 
procedure of creating a Letter of Credit is 
intricate and time-consuming [12]. Smart contract 
is the recent advancements in blockchain 
technology [13]. It is a digital contract that allow 
terms based on decentralized consensus, which 
are tamper-proof and often self-enforcing. With 
smart contracts, blockchain technology could 
help improve efficiency in the procedure of 
creating a Letter of Credit [12]. 
 
Know your Customer (KYC) is regarded as 
another crucial application of blockchain in 
banking industry. Before initiating any financial 
transactions, it is the bank's duty and 
requirement to record the customer's information 
and make sure that it is confirmed. The KYC 
procedure is typically completed by banks in 
roughly 26 days [11]. Customer data can be 
saved in a block using blockchain technology, 
and the block can be shared between the banks. 
It improves operational effectiveness and 
eliminates repetitive tasks [12]. 
 
Capital markets have many intermediaries, 
including banks (primarily investment banks), 
brokers, investors, credit agencies, and other 
participants. Different clearing and settlement 
processes are utilized by the parties engaged in 
capital market and these processes are 
frequently cumbersome and ineffective [11]. The 
transaction of trade and custody securities 
services can be completed in real time with 
better efficiency and transparency if the 
collaborating companies share a blockchain 
platform. It can be utilized to keep the KYC 
process going and gets rid of the third party [3]. 
With the use of smart contracts, blockchain can 
alter the way transactions are issued, recorded, 
cleared, settled, and reported [11]. 
 
Blockchain could change financial reporting and 
compliance as well. Banks and other financial 
institutions are required to perform reporting on a 
regular basis, including tax reports, audits, and 
other financial reports. Every bank is required to 
produce the reports on time, and it is particularly 
crucial to manage fraud and anti-money 
laundering actions. Blockchain technology may 
be useful in automating reporting; transactions 
are automatically updated and recorded.  
 

2.3 Key Challenges in Blockchain 
Implementation 

 

The capacity of a blockchain network to sustain 
both an increase in the number of network nodes 
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and an increase in the volume of transactions is 
known as scalability. Due to the distributed 
ledger's permanent storage of information, 
scalability problems will arise as transactional 
data increases [14]. To overcome the scalability, 
there is a method known as Simplified Payment 
Verification. It is a method that simply retains the 
block headers in a blockchain, significantly 
lowering the amount of data that must be stored 
by each node [15]. 
 
Blockchain transactions are carried out using a 
consensus technique that requires a lot of time 
and computer capacity to resolve the security 
issue, which calls for repeating the transaction 
across all platform nodes [16]. This is caused by 
the speed at which transactions occur, the 
complexity of blockchain systems, their 
distributed and encrypted nature, and the blocks' 
capacity restrictions [17]. Blockchain is therefore 
viewed as being slow in comparison to other 
established payment processing networks like 
PayPal and Visa and MasterCard, which have 
transaction speeds of 450 and 50000 
transactions per second.  
 
Enacting laws and regulations pertaining to 
blockchain technology is still in its infancy, 
because the regulators involved have not yet 
acquired a comprehensive understanding [18]. 
As Ali et al. [14] claimed, the regulators have not 
yet fully embraced the technology and there is a 
lack of regulation pertaining to blockchain 
transactions. This lack of supervision is causing 
businesses to be reluctant to employ the 
technology. However, many nations have started 
to focus on regulating the use of this technology 
to prevent illicit acts such as fraud, insolvency, 
and tax issues [17]. 
 
The difficulty of governance is another issue 
associated with blockchain [16]. The difficulty 
here is in getting everyone in the network to 
agree on the problems that need to be resolved 
when integrating Blockchain into other banking 
services, which necessitates dealing with 
massive participant communities, which in turn 
makes decision-making difficult process. 
Additionally, the Blockchain system's distributed 
nature and immutability contribute to the 
governance's complexity. For examples: who, for 
instance, would announce faults, what 
appropriate techniques might be used to fix 
them, and how long it takes to fix them. 
 
Interoperability is described as the capacity of 
various software applications and information 

technology-based systems to collaborate, share, 
and utilize the information/data [19]. There are 
difficulties with the compatibility of internal 
systems used by businesses today with 
blockchain technologies. When interacting with 
other systems that function in various contexts, 
development methodologies, and programming 
languages, these difficulties can present certain 
security concerns.  
 

2.4 Block Chain Technology Adoption in 
Baking System  

 
The banking sector urgently must modernize and 
is looking for new development opportunities. 
Blockchains could therefore upgrade and 
transform banks' credit information and payment 
clearing systems by revolutionizing the 
technology that underpins them. Applications for 
blockchain encourage the development of "multi-
center, weakly intermediated" scenarios, which 
will improve the effectiveness of the financial 
sector [11]. 
 
Guo & Liang [20] identified that Blockchain could 
revolutionize payment clearing and credit 
information systems in banks by upgrading and 
transforming the underlying technologies. 
Furthermore, Blockchain could promote “multi-
center, weakly intermediated” scenarios, causing 
banking efficiency to rise. Distributed ledger 
method was believed to be the key to success in 
the latest development in payment systems in 
the banking industry (IEEE Staff, 2018). Gupta & 
Gupta [12] said that Blockchain is a disruptive 
technology and will cause the Indian Banking 
System to evolve into one with high speed, cost 
effective, and transparent transactions. The 
study highlighted the challenges of adoption of 
Blockchain like security, privacy, and scalability 
and emphasized the importance of handling 
them in order to make blockchain technology 
commercially viable.  
 
Blockchain technology has unlimited prospects to 
change the whole financial industry via cross 
border payments, know your customer, trade 
finance, capital markets, as well as financial 
regulation and compliance [3]. Kaushik & Khatri 
[21] discussed the different dimensions of 
blockchain technology in the Indian banking 
sector namely digital transformation and 
proposed a classification scheme for banking 
practitioners to evaluate their efforts on the 
interaction between banks and new technology 
and secured distributed database of client 
information. Nusrat [22] opined how Blockchain 
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technology can be applied in banks in a fast-
growing economy like Bangladesh. The main 
challenges highlighted was interoperability 
between platforms. Finally, Singh et al. [23] 
analyzed how the blockchain technology has the 
potential to revolutionize the banking industry in 
the area of industry 4.0. As the study highlighted, 
due to blockchain, distributed ledger technology; 
Peer to Peer lending and point to point 
transmission along with cryptographic encryption 
which ensures data integrity; operational 
reliance; speed and transparency and creating 
new business models, become financial 
advancements in the banking industry  
 
To conclude, literature has provided variety of 
insights to the banking industry regarding the 
implementation of blockchain technology.  
Further, the prior studies have speculated about 
benefits that would be gained and challenges 
face when implementing blockchain technology. 
Eventhough discussions have commenced all 
around globe on this promising area, the 
literature on blockchain adoption within the Sri 
Lankan banking sector is limited. Hence, the 
present study intends to explore the feasibility of 
Implementing Blockchain Technology in the Sri 
Lanka Banking Sector. 
 

3. METHODOLOGY 
 
As per the research questions established, the 
study used phenomenological qualitative 
research approach, followed with inductive 
research approach [24]. The qualitative approach 
was suitable since it allows describing 
experiences of the participants through formal or 
informal interviews [25] and it facilitates the 
researchers to link to the phenomena under 
investigation. A purposive sample under non-
probability sampling technique was employed to 
select desired sample of the study. The study 
was carried out with the banking professionals 
who are expertise in information                          
technology. Authors believed that a banker who 
knows about the technology in banking sector 
would be able to answer the questions with 
regards to Block Chain Implementation in the 
banking sector.  
 
The analysis was based on 6 scoping interviews 
conducted (5 male and 1 female), since 
information saturation was achieved at that level 
[25]. These participants had varying years of 
experience in bank’s IT sector (3 participants 
with more than 20 years of experience, 3 
participants with 10-15 years of experience) and 

education levels (4 participants completed 
professional qualification in bank and post 
graduate studies in IT, remains completed 
bachelor degrees in IT). Participation in this 
study was voluntary.  
 
The process of data collection was performed 
through open-ended semi-structured interviews. 
Content analysis was used as the data analysis 
method. Content analysis is a systematic coding 
and categorizing approach used for exploring 
large amounts of textual information 
unobtrusively to determine trends and patterns of 
words used, their frequency, their relationships, 
and the structures and discourses of 
communication [26]. 
 
In the preparation state, the authors transcribed 
the interview and obtain the sense of the whole 
through reading the transcripts several times. In 
organizing phase in content analysis, two authors 
independently coded the interview data, and 
afterwards shared and agreed the coding which 
further improved the inter-reader agreement and 
reliability [27]. Next, the codes were collected 
under potential subcategories, comparing the 
emerged codes and clustered together [28].  The 
final stage of data analysis is related to reporting 
the result of the previous stages. In reporting, 
content analysis uses a descriptive approach in 
both coding of the data and its interpretation of 
quantitative counts of the codes. Thus, it is 
possible to analyse data qualitatively and at the 
same time quantify the data. In summary, we 
examined narrative materials from interviews by 
breaking the text into relatively small units of 
content and submitting them to descriptive 
treatment. 
 

4. FINDINGS AND DISCUSSIONS 
 
First, the study examined the views on the 
supporting factors that will help the adoption of 
Blockchain technology in the Sri Lanka banking 
sector.  
 
Fintech is one of the fastest-growing sectors for 
venture capitalists and it is believed as the 
modern union of financial services with 
information technology [29]. As we see the Fin 
Tech boom has supported the adoption of new 
technology in the past, being consistent with 
those findings, 3 out of the 6 respondents 
commented on the impact of Fin Tech. They 
emphasized that Fin Tech as one of the 
justifications as why banks have adopted new 
technology. 
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“Fin Tech has revolutionized banking by 
disrupting it and challenging it to adapt new 
technologies and has changed the way we 
do banking.” (R2) 

 
As respondents specified, internet banking, 
mobile payments, crowdsourcing, peer-to-peer 
lending, Robo-Advisory, online identity, etc. are a 
few examples of the innumerable incremental 
and disruptive innovations that resulted from the 
continued development of Fintech.  
 
The central bank is considered as the apex 
institution of the Banking system as well as the 
governing body for all banks, so when it comes 
to all things to do Banking it is very important to 
consider how the regulator will react. 4 out of 6 
respondents believed that the central bank 
should have a positive view towards the adoption 
of Block Chain Technology and should facilitate 
to encourage blockchain technology usage. 
Meanwhile, central bank must establish a 
committee and that they are keen on observing 
the developments in the market. In order to 
implement Blockchain Technology, banks will 
need the regulators support and banks alone 
cannot successfully implement.  

 
“CBSL is keen on the shared KYC (Know 
Your Customer), they have been focusing on 
shared KYC. The QR system is there 
currently for payments smart pay features 
etc., Block Chain Technology is not being 
focused as a payment system but rather as a 
point of information. The overall view CBSL 
has is quite positive.” (R5) 

 
Blockchain technology is a distributed ledger 
technology as the name indicates it is somewhat 
to do with a decentralized database, thus it is 
important to have a collaboration with multiple 
participants. Common forum will help to share 
the issues faced by the banks and work to solve 
them together. In here, respondents opined that 
the central bank has a key role to make the 
collaboration of all the banks.  
 

“Back in the day when SWIFT was 
implemented Banks got together to have a 
common forum and all the issues were 
sorted so we need something like that for 
Block Chain Technology.” (R3) 

 
The cost of new technologies must be 
competitive with alternatives if customers are to 
adopt them. Otherwise, from the perspective of 
the consumer, the adoption of the new 

technology might not be viable [30]. Consistency 
with that, 5 out 6 respondents highlighted the 
importance of customer perception on Block 
Chain Technology adoption, it was repeatedly 
said that customers will only adopt new 
technology if they see a real need to adapt to it 
or if they see a value in adapting to that new 
technology 
 
Speaking on the capability of the Sri Lanka 
banking system, respondents believed that the 
Sri Lankan banks are more than equipped and 
could support the adoption of Blockchain 
technology. Majority of the respondents 
compared the Sri Lanka Banking system to being 
on par with the Global Banking systems. 
 

“Sri Lanka Banking system is equipped they 
are on par with the global banking sector, 
they will be able to handle it, most of the 
countries like USA it takes 3-4 days for CITS 
while in Sri Lanka it only takes around 2 
days. In Sri Lanka Banks are tech savvy, our 
systems are capable of handling Block Chain 
Technology” (R6) 

 
In sum, the respondents provide positive signals 
of adapting Blockchain technology in Sri Lankan 
banks especially the support from Fin Tech 
boom, stance of the regulator, initiating 
collaborative mechanism, creating a customer 
need and equipping with global banking 
technology.    
 
Next, we discussed on the challenges for 
Blockchain implementation in the Sri Lanka 
banking sector. 
 
People are resistant to change because they are 
typically out of fear of the unknown and its 
potential harmful impacts. 5 out of the 6 
respondents agree on the fact of resistance, it 
could be resistance from the staff as they lack 
the knowledge and expertise and they have the 
fear of being replaced by new technology or it 
could be simply the customers are refusing to 
adopt and learn. There is resistance to new 
technology as employees feel pressured and 
feared that they will be replaced by machines. 
Change management becomes very important in 
those instances. 
 

“You need to learn this from scratch, people 
will disagree on the new technology, you 
need to make them understand the merits of 
new technology. There definitely will be 
resistance, the fear of the unknown.” (R2) 
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It is evident that resistance to change will have a 
negative effect on Blockchain adoption and it is 
vital that the banks should overcome this initial 
resistance in order to succeed in the 
implementation. 
 
It is further noted that people do not know about 
Blockchain and its possible uses [31]. This is 
posed as a barrier in adopting Blockchain 
technology in the Sri Lanka Banking sector. 5 out 
of 6 respondents agreed on this factor. 
Eventhough banks and other institutions have 
the technical expertise and know how on the 
Blockchain, lack of awareness of customer 
becomes the key bottleneck.  
 
In globally, there is no proper regulatory 
framework supporting for the implementation of 
Blochchain into financial system, thus it becomes 
a massive barrier to adopt such technology. Guo 
and Liang [20] and Gupta & Gupta [12] 
mentioned that the regulatory restrictions pose a 
major challenge by highlighting the lack of 
regulation, the fact that banks even though 
interested in adopting in Blockchain are afraid to 
do so since there is no proper regulatory 
framework on the legitimacy of Blockchain. 
 

“, the interest of the regulator is not to adopt 
new tech and this is shown through the 
outdated regulatory framework.” (R4) 

 
“Existing laws must change in order to facilitate 
this adoption. There will be cross entities i.e., 
many parties verifying for others therefore laws 
and regulation should adapt accordingly.” (R2) 
 
Consistent with regulations, existing legacy 
systems of the banks also becomes a restriction 
to adopt Blockchain. The most of the banks run 
on old legacy systems so it is a challenging ask 
to build systems that run on Blockchain around 
them. Thus it poses interoperability or 
compatibility issue as it will be quite challenging 
to link these old systems to new systems. 
However, explanations given by the respondents 
indicated that some banks do run with new 
systems as well so in such cases those banks 
will be able to easily adapt to Blockchain. 
 

“Some Banks have outdated systems, 
Commercial Bank, BOC run on a system 
called fiserr, they are very old legacy 
systems that they have built around them. 
Block Chain Technology is new technology 
so they cannot build on a core system. A 
system change is quite challenging, Bank to 

Bank it will be different. In DFCC they run 
‘themanos’.” (R3) 

 
Likewise, we scrutinized that customer and 
employee resistance due to lack of awareness, 
regulatory restrictions, and interoperability or 
compatibility in legacy systems are recorded as 
the main challenges when implementing 
Blockchain technology into banking system in Sri 
Lanka.  
 
Finally, we explored the possible applications 
that the banks can utilize from Blockchain 
technology adoption.   
 
No matter how many financial institutions a 
customer desires to work with, the KYC 
verification process is only carried out once for 
each of them. Customers can securely 
communicate the outcome of the primary KYC 
verification with any financial institutions they 
desire to do business with thanks to distributed 
ledger technology (DLT) [32]. 
 
Supporting the above finding all the respondents 
confirmed the concept of shared KYC, they 
mentioned that Sampath Bank PLC has                   
been one of the pioneering Banks to implement 
this. 
 

“According to the global market, especially in 
the area of CIF, the key parameters of a 
person, they have linked ID and information, 
you need not recreate the KYC, they have 
used the Blockchain very well.” (R3) 

 
The prior studies frequently highlighted that 
Blockchain technology can be used in trade 
finance specially for opening LCs; with the help 
of smart contracts and how data can be easily 
verified through Blockchain. 3 out of the 6 
respondents acknowledged its possible use in 
Trade Finance, some even elaborated on 
‘Ethereum’ based Blockchain technology known 
as the Trade Lens, a collaboration between 
Maersk in order to track shipments etc. 
 

“Since Block chain helps to verify 
information, it can be applied when it comes 
to trade finance, generally shipping 
documents need to be seen and delivered 
place to place but with the help of a Block 
Chain the documents can easily verified and 
sent through and trade can take place much 
more effectively. Maersk and Customs have 
joined hands together for a Blockchain based 
solution called Trade lens.” (R2) 
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International Monetary Fund identifies Central 
Bank Digital Currency (CBDC) as a new type of 
fiat money issued electronically by the central 
bank and used as legal tender (Adrian, 2019). In 
this regard, 3 out of the 6 respondents briefed on 
the use and concept of CBDC, they saw CBDC 
as very important application of Block Chain 
Technology and cryptocurrency. 
 

“Things like CBDC will be a useful 
advantage of Block Chain Technology, 
CBDC or Central Bank Digital Currency is 
an end product, it is the responsibility of the 
Central Bank and it’s a version of crypto 
where the Central Bank issues them.” (R2) 

 
The overall results of the study indicated the 
positive views on Blockchain technology 
implication, which would become simulations to 
introduce such technology into Sri Lankan 
banking system. Moreover, the catalysts will 
support identify the main obstacles and look at 
the strategies to overcome them. Finally, the 
possible applications of Blockchain technology 
are good indication of how this innovative 
technology can be used in the banking system in 
Sri Lanka.   
 

5. IMPLICATIONS  
 
Based on Findings it was confirmed repeatedly 
that resistance to new technology, lack of 
awareness, regulatory restrictions as well as 
interoperability pose as major barriers for 
Blockchain technology implementation which 
also in turn act as hindrance for any such 
implementation. In order to get through the 
resistance to new technology it is important that 
the regulators and Banks follow the lessons 
learned from change management on how to 
deal with resistance. They need to make the 
employees or the internal staff realize that just 
because a Block Chain is implemented, they will 
not lose jobs; it will only make their workload 
less. For an example; when a shared KYC is 
implemented and verifications are done through 
a decentralized data base, then it will eliminate 
the need for tiresome manual processes. 
 
Banks will have to get the support of their 
employees by providing them the necessary 
training and knowledge. The regulator will have a 
key role to play as they should also get the 
senior management to support this 
implementation, for any change to be 
implemented it is very important that there is top 
management support. So, Fin Tech companies, 

Block chain solution providers and Banks will 
have to lobby with the regulator in convincing the 
other banks as well as their own staff on the 
need for such an implementation. 
 
In order to solve the lack of awareness, with the 
help of the regulator all Banks must carry out 
national campaigns and provide their customers 
with the necessary tools and expertise as well as 
elaborate on the benefits of Blockchain 
technology implementation. They should create 
the need for Blockchain in the minds of the 
consumers. It is true that Blockchain technology 
is just a back-end technology and the users will 
only see an interface but it is worth noting that 
there will be some changes when such 
technology is implemented, so it will be the duty 
of the Banks to teach their staff and customers 
on how to deal and adopt to change. On that 
note it will be important for banks to increase the 
financial literacy by creating awareness sessions 
at the corporate level. Also, they must make 
businesses aware on the possible uses of 
Blockchain technology. This will also motivate 
new entrepreneurs, startups and encourage new 
ideas which will help to create more and more 
Blockchain solutions. 
 
It is very essential to have a common forum 
where Banks along with the regulator could 
openly debate and discuss their opinion with 
regards to Blockchain implementation and 
collectively work together in order to find 
solutions for problems that arise in terms of 
technical issues and other issues. This will help 
in accelerating the adoption process and                      
this will be a good starting point for 
implementation. 
 
Interoperability was another Bottleneck to the 
adoption of Blockchain technology. To overcome 
this, it is important that all existing systems that 
banks run are bought to par. Surely this will have 
a huge investment cost and presently with 
current economic crisis it may not be possible to 
do so, but is the strong belief that eventually the 
economy will revive. So, considering the future it 
would be wise for Banks to invest on this. Also, 
Banks with advance systems should help other 
Banks with outdated systems to adapt to the new 
systems. They may have a fear of losing out the 
competitive advantage that they have if they 
share such knowledge, but looking at the                      
past it is evident that technology is evolving                                  
and it is important that Banks adapt to those     
new technology and think about the greater 
good. 
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Finally, the need for a proper regulatory 
framework should take precedence. This was not 
only in the Sri Lankan context but it was 
applicable in a global context as well. Globally 
countries like Cambodia, Singapore is looking at 
creating a proper regulation, thus following those 
foot-steps, Sri Lankan regulatory can follow the 
same. The Central Bank of Sri Lanka should look 
at other markets, look at the problems faced by 
those countries with regards to this and study 
and analyze this technology in order to design a 
set of protocols and standards so the use of 
Blockchain technology will be legitimized in the 
Sri Lanka Banking Sector. This will help in 
motivating the Banks and Institutions. It is true 
that Sri Lanka does not need to be the pioneer in 
anything at this instance, but if Sri Lanka has a 
plan to become a Global Financial Hub in South 
Asia. Using technology like Blockchain will help 
massively in bringing in the needed investments. 
It will further strengthen the Sri Lanka banking 
system as well as the overall financial system in 
Sri Lanka. 
 

6. CONCLUSION 
 

The study concludes with some limitations that 
may be worth exploring in future research. The 
study mainly focused on the interpretations of six 
main participants involved in the banking 
profession. A wider and more diverse group of 
participants from different authorities (Central 
Bank, Finance Ministry, Tech companies), would 
have made the study more representative. There 
may be unobservable characteristics such as risk 
taking ability, working culture, financial restrains 
that may also affect the adoption of Blockchain. 
These aspects could be explored in further 
research, and it is likely that these unobservable 
factors would reinforce the implementation of 
Blockchain. Despite the inherent limitations, the 
study will contribute to extend the existing 
literature on Blockchain adoption and that it will 
help to create the much-needed framework in 
order to successfully implement Blockchain 
technology in banking system while set 
precedence for future research on this area. 
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